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Description

Information Security 
Awareness Trainings 

„IT security is only as good as the person using the 
systems.“ (BSI: Human Factor) Technical measures alone 
are not enough - only through sensitized and trained 
employees can comprehensive security in the company 
be achieved. Our interactive awareness trainings       sen-
sitize and empower employees and managers to    make 
sound security decisions.

»	 Interactive and engaging workshop format that uses 
gamification to deliver practical and memorable      
insights into information security

»	 In the role-playing game “Hack Attack”, participants 
slip into the roles of hackers and gain first-hand      
experience of how cyberattacks are planned and  
carried out

»	 Focus on teamwork and strategic thinking

»	 Knowledge transfer through quiz questions and  
playful tasks

»	 Game instructions from experienced trainers

Contact

Contact 
us!

Service Info

Price on request

For 5-8 Participants, duration 
approx. 2 hours

Training Document Temp-
lates, Office 365, Hack Attack

NIS2, KRITIS DachG, DORA, a. o. 
ISO 27001, ISO 22301, a. o.       
secure operations, preparation

Cyber Security 
cybercare@arvato-systems.deSecurity Advisory
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Security Advisory

Arvato Systems GmbH
arvato-systems.com

Awareness for Your 
Target Group

Cyber Security 
cybercare@arvato-systems.de

Contact 
us!

Your added value:

»	 Awareness and in-depth knowledge - for IT Security and other departments alike

»	 Exchange and shared understanding of threats and risks

»	 Strengthening collaboration and team communication

»	 Changing into a Hackers perspective to become more proactive

Executives/
C-Level:

IT Security 
Professionals:

Employees/ 

Security Beginner:

Cyber security affects everyone, but perspectives differ. To ensure that participants receive the grea-
test possible added value, our offering includes variants focusing on different target groups.

Flexible options:  
Whether as a single workshop or a  regular training offering, as part of your employee training cata-
log, or as a component of a targeted awareness campaign, there are multiple training options. 

•	 Basic understanding of 
cyber threats

•	 Awareness of risks in daily 
handling of information

•	 Practical knowledge for 
everyday work

•	 Various attack scenarios

•	 Technical depth

•	 Challenging quiz questions

•	 Learn about risk manage-
ment strategies

•	 Identify vulnerabilities

•	 Understand attack patterns
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